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ABSTRACT

An interface linking a remote communications network and a process control system involves a storage device, a communication software stack and a user software layer. The user software layer empowers interfacing between the remote communications network and the process control system by addressing the communication software stack to operate in the process control system employing a process communication protocol, by monitoring the message traffic on the communication software stack, and by copying requested message traffic to the storage device.

This paper presents an industrial control system review to the development of a monitoring and infrastructure solutions with existing technology and infrastructure to aid the reliability and maintainability of large Process Control Networks (PCNs), to reduce production downtime attributed to intricate industrial network designs.
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1. INTRODUCTION

Large Corporations contain and rely on many mechanical and electronic devices for industry production use. The original design of these older plants allowed the devices to work together without any remote-control capabilities, with monitoring and adjustment performed locally by operators. The introduction of, electronic circuits, Programmable Logic Controllers (PLC), and Programmable Automation Controllers (PAC) allowed operators to monitor and control mechanical devices or even personal performance remotely using point-to-point communication. As a result, defined communication protocols were developed for each vendor's requirements, leading to an introduction of a variety of standards and protocols for industrial communications. Examples of such industrial protocols are Common Industrial Protocol (CIP), Ethernet Industrial Protocol (EtherNet/IP), DeviceNet, ControlNet, and Modbus. Transmission Control Protocol (TCP) emerged with the introduction of Ethernet to industrial sites and has become widely popular throughout the industry as it continues the simple, robust application layer protocol encapsulated in the industrial Ethernet standard. Ethernet-based has inherited handshake and timeouts from the serial communication protocols and utilize port 502 of the TCP/IP protocol.

This project is focused on a TCP based Process Control Network at a large industrial processing facility and presents an industrial control system review to the development of a monitoring and infrastructure solutions with existing technology and infrastructure to aid the reliability and maintainability of large Process Control Networks (PCNs), to reduce production downtime attributed to intricate industrial network designs.

1. BACKGROUND AND PROBLEM STATEMENT

The rapid development of communication technologies has significantly accelerated the application of networked control systems (NCSs) in industrial processes [1] due to their economic productivity and flexibility in modularization. Elements of industrial processes like sensors, controllers, and other components are often connected over industrial Ethernet, and communicated by exchanging packetbased messages. Because of the extensive data exchange over the Ethernet, there is a strong possibility that random packet dropouts and network-induced delays happen [2][3]. Thus, it is necessary to incorporate such effects into the overall consideration in the industrial processes.

“TCP/IP is the common transport protocol of the Internet and is a set of layered protocols, providing a reliable data transport mechanism between machines” [x1]
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